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Beyond MaaS into Lifestyle services

New Models, New Services

CURRENT

Business centered

on mobility service

FUTURE

Creating customer

centric service (Beyond MaaS)

Restaurant and 

retail services

EC Services
Experienced 

based Services

Office Services

Co-Working Services

Media Services

Housing 

Services

Visitors

Business workers

Residents

Hotel

Customer

centric

Mobility Services

Banking, Cashless

Insurance Services

[Mobility centric]

Train/Bus

Mobile ticket

Airline

Route search

Improve +



MaaS reference architecture – High level

MaaS components Microsoft technology

You need 6 key building block to build a platform.

Microsoft can provide core components 

Azure
Platform

Dynamics 
365 Platform

Services core platform

Customer interface: Mobile apps, Contact centers, Web & Digital marketplaces

Topography and 
cartographic services

Ticketing and payment 
services

Data analytics services

Identity Management

Chatbot AIApps

Azure Maps Blockchain
AI platform (D365)
(cognitive services)

ISV Solutions ISV Solutions Data Platform

Taxi, VTC

Car renting, 
car-sharing, 

automous vehicles…

Bike, on 
demand etc.

New mobility 
services

Public 
Transport

Azure AD B2C & Verifiable Credentials



Each of us needs digital identity we own and control, 

one which securely and privately stores all elements of 

our digital identity. 

This self-owned identity must seamlessly integrate into 

our lives and give us complete control over how our 

identity data is accessed and used.



Azure AD verifiable credentials - a better way to verify



How does this work?

Public key infrastructure 



Users

People, Apps, 
and Devices

Join, Collaborate, Contribute
CCG

Based on open standards

Universal Resolver

Identity Hub

User Agent

Stage: Published Standard

Open ID Foundation

Stage: Working Implementations

Stage: Working Implementations

Open ID Connect SIOP

W3C Verifiable Credentials

Decentralized Systems
Blockchains and Ledgers

Stage: Working Implementations

W3C Decentralized Identifiersdid://
Stage: Published Standard



Microsoft’s Platform Implementation



Accelerate with trusted 

technology partners

In partnership with Identity verification leaders

Accelerate adoption with partner solutions

Acuant Au10tix Jumio Idemia

VU SecuritySocureOnfidoLexis Nexis

AffinitiQuest/ Avaleris Unify Condatis

192 Countries

6000 Identification 
documents

1000’s Organizational 
attributes

Millions Individual ID 
attributes

Decades
of experience to go 
from idea to 
implementation in 
hours



Key scenarios



Onboard new employees, partners and customers

Invitation

User is invited to 

onboard using 

employer website
Request

Verify just-in-time

Upload

Scan docs and take selfie

Issuance

Verification company 

issues a credential

Presentation

User presents verified 

identity to employer

Start



Secure access to applications

Detailed viewPresentationSign in 

Start

User shares the requested 

verifiable credentials
User confirms which claims 

are being shared

Identity Verification and 

Verified Security Analyst 

credentials are needed to 

access this application



Recovery
Reduce support phone calls 
and security questions with 
a simpler, more secure 
process to verify identity.



Trustworthy, faster, cheaper way to verify

Onboard employees, 
partners, customers

Trustworthy self-service 
enrollment and faster 
onboarding by digitally 
validating information with 
industry leading ID 
verification providers.

Access to high-value 
apps and resources

Quickly verify credentials 
from a wide variety of 
trusted partners based on 
open standards.

Self-service account 
recovery

Reduce support phone calls 
and security questions with a 
simpler, more secure process 
to verify identity.



Customer stories

Keio 
University

National 
Health Service

Government 
of Flanders

and many more…



Flemish Government

Microsoft Customer Story-How a decentralized identity and verifiable credentials can streamline both public and private processes

https://customers.microsoft.com/en-us/story/1351115614634143059-flanders-government-of-belgium-government-azure-active-directory


Resources http://identity.foundation

Industry working group for all things Decentralized ID (DID) 

http://aka.ms/didwhitepaper

White paper by Microsoft: approach for DID + Verifiable Credentials 

http://aka.ms/didexplained

Quick overview

https://youtu.be/Whc9Im-U0Wg

Overview for developers: scenario walk-through and how-to

http://aka.ms/didfordevs

Developer documentation

http://aka.ms/azureadblog/did

Blogs (including scale and performance and self-owned key recovery)

http://identity.foundation/
https://nam06.safelinks.protection.outlook.com/?url=http%3A%2F%2Faka.ms%2Fdidwhitepaper&data=04%7C01%7Cankpat%40microsoft.com%7C61c1c333a44d482c34c708d8b91cec8b%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637462881278108560%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C1000&sdata=m5uVf%2BWAaHooZRO3GgJGZiekd7QOAok3R2q5h1fgyhY%3D&reserved=0
https://nam06.safelinks.protection.outlook.com/?url=http%3A%2F%2Faka.ms%2Fdidexplainer&data=04%7C01%7Cankpat%40microsoft.com%7C61c1c333a44d482c34c708d8b91cec8b%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637462881278118551%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C1000&sdata=HqqvUM8J8gSQatA7a7tmtlrL%2FojIvDuyNDoj2dKsfdU%3D&reserved=0
https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fyoutu.be%2FWhc9Im-U0Wg&data=04%7C01%7Cankpat%40microsoft.com%7C61c1c333a44d482c34c708d8b91cec8b%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637462881278138538%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C1000&sdata=BnWJi3yBY1foMcgnXsBXCB9Otq8YtFjLLCQA16Kelr4%3D&reserved=0
https://nam06.safelinks.protection.outlook.com/?url=http%3A%2F%2Faka.ms%2Fdidfordevs&data=04%7C01%7Cankpat%40microsoft.com%7C61c1c333a44d482c34c708d8b91cec8b%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637462881278148532%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C1000&sdata=2lV%2BBWCDCF%2FYkVSs8xs2uHEb8dqkQXwykALCChVLGR8%3D&reserved=0
http://aka.ms/azureadblog/did
https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Ftechcommunity.microsoft.com%2Ft5%2Fidentity-standards-blog%2Fion-booting-up-the-network%2Fba-p%2F1441552&data=04%7C01%7Cankpat%40microsoft.com%7C61c1c333a44d482c34c708d8b91cec8b%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637462881278128547%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C1000&sdata=wNb8Pa1A9Qejh22%2BKiPV930lY2ZKxIPY%2BPwjCZ5a4qs%3D&reserved=0
https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Ftechcommunity.microsoft.com%2Ft5%2Fidentity-standards-blog%2Fnew-explorations-in-secret-recovery%2Fba-p%2F1441550&data=04%7C01%7Cankpat%40microsoft.com%7C61c1c333a44d482c34c708d8b91cec8b%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637462881278138538%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C1000&sdata=FNKDiEiMmBIkozam67M8FV692%2BwtuCoJJ1UxE28%2BPMg%3D&reserved=0

